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A Q&A guide to FinTech in South Africa.

The Q&A provides a high level overview of the financial services sector; the FinTech sector; regulatory environment
for alternative finance activities, payment platforms, investment/asset management and Insurtech; regulatory
compliance; government initiatives; cross-border provision of services and the future of FinTech. This Q&A is part
of the global guide to FinTech.

To compare answers across multiple jurisdictions, visit the FinTech Country Q&A tool. For a full list of jurisdictional
Q&As visit global.practicallaw.com/fintech-guide.
 

 

Overview of financial services sector

1. What are the types of entities that form the financial services sector in your jurisdiction?

Institutions that make up the South African financial services sector include:

• Banks.

• Insurers.

• Fund managers.

• Stock exchanges.

• Stock brokers.

• Central securities depositories.

• Central securities depository participants.

• Asset managers and other investment management and advisory firms.

• Credit providers.

• Credit bureaus.
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• Debt collectors.

• Payment system operators.

• Money remitters.

• Collective investment schemes (including hedge funds).

2. What are the key regulatory authorities that are responsible for the financial services sector?

South African Reserve Bank (SARB)

The SARB is primarily responsible for the maintenance of price stability in the interest of balanced and sustainable
economic growth in South Africa. The SARB is the main regulator of banking and payment services in South Africa.
Its mandate has recently been extended to cover the regulation of prudential requirements for all financial services
institutions in South Africa through its Prudential Authority function.

Prudential Authority (PA)

The PA is a juristic person operating within the administration of the SARB and consists of the following four
departments:

• Financial Conglomerate Supervision Department.

• Banking, Insurance and FMI Supervision Department.

• Risk Support Department.

• Policy, Statistics and Industry Support Department.

The PA is responsible for regulating banks, insurers, co-operative financial institutions, financial conglomerates and
certain market infrastructures.

The PA was established by the Financial Sector Regulation Act 2017 (FSRA). The FSRA gave effect to three important
changes to the regulation of our financial sector, including the creation of the PA. In addition, the FSRA gave the
SARB an explicit mandate to maintain and enhance financial stability and established the Financial Sector Conduct
Authority, which is located outside of the SARB.

Financial Sector Conduct Authority (FSCA)

The FSCA is the market conduct regulator overseeing financial services providers, insurers, funds and fund
managers, asset management and/or investment advisory entities, retirement funds, stock exchanges, stock brokers,
central securities depositories, central securities depository participants and collective investment schemes, among
others.
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National Credit Regulator (NCR)

The NCR regulates certain aspects of the lending industry, specifically where:

• Consumers are natural persons or entities that fall below certain net asset value or annual turnover
thresholds.

• The credit value exceeds prescribed thresholds.

The NCR regulates credit providers, credit bureaus and debt collectors. The National Credit Act 2005 applies to
credit arrangements having effect in South Africa, regardless of the domicile of the credit provider.

Financial Intelligence Centre (FIC)

The FIC is South Africa's main anti-money laundering regulator. The Financial Intelligence Centre Act 2001 (FICA),
designates "accountable institutions" that must comply with anti-money laundering reporting and client verification
("know your client") requirements. All financial institutions listed in Question 1 are designated as accountable
institutions under FICA.
 

Overview of FinTech sector

3. What areas of the financial services sector has FinTech significantly influenced so far?

The payment systems industry has been a major focus of FinTech activity in South Africa. A number of banks and
non-bank players have introduced payment platforms and applications that enable money transfers.

FinTech is also starting to gain a foothold in peer-to-peer consumer and business lending. Lending platforms that
are hosted offshore currently dominate the alternative lending market, but South African-developed platforms are
starting to make their presence felt, and there is growing interest in the lending of cryptocurrencies for a return.
There has been a significant growth in alternative funding through digital platforms (crowdfunding), mainly for the
funding of small businesses and charitable causes. South Africa has also seen an increase in the number of initial
coin offerings (by local and offshore issuers) and the establishment of cryptocurrency exchanges.

4. How do traditional financial services entities engage with FinTech?
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From the authors' observations, traditional financial services entities are actively participating in FinTech
developments and collaborating with start-up companies to develop FinTech-based products and services.

As FinTech developments have an impact on some of the core businesses of traditional financial institutions, such
institutions realise the need to stay aware and involved in these developments to:

• Fully assess and manage their impact on their business models.

• Understand the scale of such impact and the potential for collaboration or mergers with FinTech companies.

This has resulted in some traditional financial services entities establishing incubators, FinTech accelerator/
collaborative programmes and in-house innovation teams to specifically focus on FinTech developments.
Consequently, legal mandates relating to data privacy, intellectual property, financial services regulation (such as
licensing and outsourcing), financing and acquisitions (mainly private equity) are increasingly common. Traditional
financial services entities are showing that they can use their influence, as significant financial services industry
stakeholders, to understand, contribute and influence the direction of FinTech developments and regulation.
 

Regulatory environment

Alternative finance

5. How is the use of FinTech in alternative finance activities regulated?

The National Credit Regulator regulates all credit/lending activities that have an effect in South Africa in accordance
with the National Credit Act 2005 (NCA). Credit/lending activities are regulated regardless of the means used to
provide the credit. The NCA is broad enough to regulate any form of lending, regardless of the underlying platform
used. For example, although crowdfunding is not specifically regulated, certain crowdfunding activities may require
registration as a credit provider. These activities include where funds collected from the crowdfunding venture are
on-lent to the market with interest, fees or other charges levied on the capital lent, to generate a return to investors.

The NCA does provide for certain general exemptions from its application (NCA Exemptions). In this regard, the
NCA will not apply to:

• A credit agreement in respect of which the credit receiver (borrower) is a juristic or legal person (as opposed
to a natural person or individual), whose net asset value or annual turnover, together with the combined net
asset value or annual turnover of all persons related to that juristic-person credit receiver, is at least ZAR1
million at the time the credit agreement is concluded.

• A so-called "large" credit agreement (for example, a credit transaction), in respect of which the principal debt
under that transaction falls at or exceeds ZAR250,000, where the consumer for the purposes of the NCA is a
juristic person having a net asset value or annual turnover falling below ZAR1 million.
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• A local applicant credit receiver can formally apply to the Ministry of Trade and Industry in South Africa for
a credit agreement that the credit receiver seeks to enter into with an offshore (foreign) credit provider to be
formally exempt from the application of the NCA.

Lending will be subject to the NCA, unless an NCA exemption applies.

As alternative financing falls under the same regulatory regime as traditional types of lending, there is currently no
expectation that the legislation will be amended extensively to regulate alternative lending platforms.

One form of alternative lending that may be considered as falling outside the regulatory regime is cryptocurrency
lending, as cryptocurrencies are not currently recognised as legal tender. All three key financial services regulators
in South Africa, namely the South African Reserve Bank, the Financial Sector Conduct Authority and the Financial
Intelligence Centre, have confirmed that:

• They do not currently regulate virtual currencies.

• Any transactions using virtual currencies are performed entirely at the end-user's own risk.

Payment platforms

6. How is the use of FinTech in payments-related activities regulated?

The central bank, the South African Reserve Bank (SARB), regulates the payment system industry under the National
Payment System Act 1998. The SARB has mandated the Payment Association of South Africa (PASA) to oversee
the participation of banks and non-bank players in the payment system. The PASA's work spans the full payment
process, from payer to beneficiary, as well as all the tools, mechanisms, systems and processes applied to effect
payment.

Non-bank players must have formal authorisation from the PASA to participate in the payment system. Additionally,
their responsibilities and limitations are rigorously defined. For example, non-bank providers of payment services
are known as system operators. They can provide the technology and technical infrastructure for payment
transactions, but only South African-registered banks can issue cash and electronic money (e-money). Non-banks
can enter into arrangements with licensed banks so that they can offer payment-related services (section 52,
Banks Act 1990). Although payment-related services are not defined, the authors' view is that if the issuing of
tokens amounts to e-money, an arrangement with a licensed back under section 52 would be sufficient to meet the
requirements of the Banks Act. In its Position Paper on Cryptocurrencies issued in 2014, the SARB pointed out that
virtual currencies are not legal tender in South Africa and should not be used as payment for the discharge of any
obligation in a manner that suggests they are perfect substitute for legal tender. Despite expressing its concerns
regarding payments using virtual currencies, the SARB does not currently prohibit or regulate such payments.

Investment/asset management
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7. How is the use of FinTech in the securities market regulated, if at all?

There is no specific regulation on the use of FinTech in the securities market. Existing legislation may apply to
FinTech services and products if, and to the extent that such services and products are deemed to fall within the
defined scope of existing legislation.
 
Wholesale securities market

The Financial Sector Conduct Authority regulates the provision of financial services in South Africa in respect of
domestic and foreign financial products. The Financial Advisory and Intermediary Services Act 2002 (FAIS) defines
"financial product" to include securities. Therefore, any investment advisory and/or management or assistance
provided to clients for entering into transactions involving securities is regulated under the FAIS. This is regardless
of the medium/technology used to provide such services.

The Financial Markets Act 2012 (FMA) regulates securities traded on an exchange in South Africa. In terms of the
FMA, a person is regarded as conducting "the business of an exchange" and is required to register as an exchange if
that person constitutes, maintains and provides an infrastructure (technology):

• For bringing together buyers and sellers of securities.

• For matching bids and offers for securities of multiple buyers and sellers.

• Whereby a matched bid and offer for securities constitutes a transaction (a contract of purchase and sale of
securities).

Persons who participate and trade securities on a registered exchange for their own account or on behalf of their
clients are also regulated by the FMA and need to be authorised by the exchange concerned as authorised users or
members.

While it is not explicit that tokens automatically fall within the definition of "securities" under the FMA, to the extent
that tokens do fall within the ambit, the licensing requirements applicable to exchanges under the FMA may apply.

Retail investment market

The same position applies as for the wholesale securities market (see above, Wholesale securities market).
Additionally, any offers made by a company to members of the public for investment in its securities trigger certain
additional registration and reporting obligations under the Companies Act 2008.

InsurTech
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8. How is the use of FinTech in the insurance sector regulated?

InsurTech is not necessarily used by insurers directly. However, the scope of insurance legislation is broad enough
to apply to InsurTech. The applicable legislation has broad deeming provisions that allow the Prudential Authority
(PA) to deem a person's conduct as insurance business conducted in South Africa, which conduct requires licensing
by the PA. The Insurance Act 2017, which came into effect on 1 July 2018, has repealed and replaced a number of the
provisions of the Long-Term Insurance Act 1998 and the Short-Term Insurance Act 1998 (including the registration
requirements). In addition, the Financial Advisory and Intermediary Services Act 2002 will also regulate InsurTech.
The Prudential Authority and the FSCA are the regulators of the South African insurance industry.

Blockchain-based solutions

9. How is the use of blockchain in the financial services sector regulated?

Distributed ledger technology and blockchain, virtual/digital currencies, cryptocurrency exchanges and initial coin
offerings (ICOs) are not regulated in South Africa. All finance industry regulators (that is, the South African Reserve
Bank (SARB), Financial Sector Conduct Authority (FSCA), National Credit Regulator and Financial Intelligence
Centre (FIC)) have confirmed this.

In December 2014, the SARB issued a Position Paper on Cryptocurrencies. The paper made it clear that the SARB
does not oversee, supervise or regulate the virtual currency landscape for effectiveness, soundness, integrity or
robustness. Therefore, all activities involving the acquisition, trading or use of virtual currencies are performed at
the sole risk of the end-user.

This does not imply that the SARB or other regulators are hostile towards blockchain and virtual currencies. On
the contrary, they have adopted a positive attitude towards FinTech generally, as evidenced in a media statement
issued by the SARB in February 2018. In this statement, the SARB indicated that it is taking a balanced approach
to technological innovations in light of potential benefits and risks. It has established a Financial Technology
Programme to track and analyse FinTech developments and assist policymakers in formulating frameworks in
response to FinTech innovations. The programme will focus on:

• Cryptocurrencies.

• Innovation facilitators (including innovation hubs, regulatory sandboxes and accelerators).

• Gaining a practical understanding of distributed ledger technology.
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In April 2018 the SARB, FSCA, FIC and National Treasury launched the Intergovernmental Fintech Working Group
(IFWG) and a concurrent, multiple stakeholder discussion form to initiate and curate public and private sector
discussion and collaboration on FinTech matters generally, and a co-ordinated policy and regulatory approach
specifically.

Financial services infrastructure

10. What types of financial services infrastructure-related activities of FinTech entities are regulated?

The regulation of financial services in South Africa focuses on the substance of the financial product/service provided
to clients, rather than the medium/infrastructure used for that purpose. Therefore, the Financial Advisory and
Intermediary Services Act 2002 (FAIS) regulates any financial product or service (as defined under the FAIS),
regardless of the platform used to provide the product or service. For example, the provision of a financial product
or service in South Africa through blockchain infrastructure will require a licence from the Financial Sector Conduct
Authority (FSCA).

Cryptocurrencies are not currently regarded as financial products. Therefore, financial services infrastructures that
allow investors to invest in cryptocurrencies do not trigger the licensing requirement under the FAIS. However,
the FSCA has the power to expand its own scope by deeming instruments or products to be financial products.
Accordingly, it could (and is expected to) claim regulatory authority over cryptocurrencies in due course.

The Financial Markets Act 2012 (FMA) regulates securities exchange in South Africa. In terms of the FMA, a person
is regarded as conducting "the business of an exchange" and is required to register as an exchange if that person
constitutes, maintains and provides an infrastructure (technology) that meets all of the following requirements:

• The infrastructure is for bringing together buyers and sellers of securities.

• The infrastructure is for matching bids and offers for securities of multiple buyers and sellers.

• A matched bid and offer for securities constitutes a transaction (a contract of purchase and sale of
securities).

The relevant regulator is the Financial Sector Conduct Authority.

The FMA further regulates the central securities depository infrastructures. According to the FMA, a central
securities depository is a person who constitutes, maintains and provides an infrastructure for holding uncertificated
securities which:

• Enables the making of entries in respect of uncertificated securities

• Includes a securities settlement system.



FinTech in South Africa: overview , Practical Law Country Q&A w-014-7399

© 2019 Thomson Reuters. All rights reserved. 9

A central securities depository requires registration with the Financial Sector Conduct Authority.

Regulatory compliance

11. What are the key regulatory compliance issues faced by FinTech entities?

The main regulatory compliance issues that FinTech companies face in South Africa are:

• Consumer protection.

• Data protection.

• Cybersecurity.

• Anti-money laundering and financial crime.

These compliance issues are not specific to FinTech, but apply to all companies doing business in South Africa.

While there are currently no specific regulations governing FinTech businesses, products and services, FinTech
providers should model their businesses as closely as possible to the regulatory regime that applies to similar, non-
FinTech businesses. For example, the Financial Advisory and Intermediary Services Act 2002 (FAIS) provides for
the registration of financial services providers with the Financial Sector Conduct Authority.

Consumer protection

The Consumer Protection Act 2008 applies to all transactions between suppliers and consumers, unless specifically
exempted. Exempted products include financial services if the Financial Sector Conduct Authority is the regulator
responsible for overseeing the provider's conduct and the fair treatment of customers.

Data protection

FinTech companies that process personal data, domestically or across borders, must comply with the Protection of
Personal Information Act 2013 (POPIA). POPIA is South Africa's first comprehensive data protection legislation.
Only limited provisions of POPIA are currently in force, and its operative provisions governing data transfer and
processing are expected to come into force during 2019. POPIA codifies the existing protections under the common
law and the South African Constitution.

Cybersecurity

South Africa does not yet have a single, overarching legal and regulatory framework governing cybersecurity, which
is dealt with in various pieces of legislation. This should change when the Cybercrimes and Cybersecurity Bill is
enacted, which is expected during 2019.
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Anti-money laundering and financial crime

South African laws and regulations in this area apply to FinTech providers as to any other company in the financial
services sector or the broader economy. The main laws that combat money laundering and financial crime are the
Financial Intelligence Centre Act 2001 (FICA) and the Prevention of Organised Crime Act 1998.

FICA requires regulated companies to (among other things):

• Conduct know-your-client checks and client verification procedures.

• Report suspicious activity in clients' accounts or transactions.

Other acts that deal with financial crime are the Prevention and Combating of Corrupt Activities Act 2004 and the
Protection of Constitutional Democracy Against Terrorist and Related Activities 2004.

South Africa is also a member of international anti-money laundering organisations, such as the Financial Action
Task Force and the Eastern and Southern Africa Anti-Money Laundering Group.

12. Do FinTech entities encounter any additional regulatory barriers in entering into partnerships
or other arrangements with traditional financial services providers? How common are these
arrangements in your jurisdiction?

Arrangements between FinTech entities and traditional financial services providers are common. However, some
traditional financial services providers (such as banks) may require regulatory approvals to enter into such
arrangements. The authors have not observed any specific challenges in this regard.

The Banks Act requires approval to be sought from the South African Reserve Bank (Prudential Authority) for
contractual arrangements between a bank and a non-bank entity, where the parties undertake an economic activity
that is subject to their joint control.

13. Do foreign FinTech entities intending to provide services in your jurisdiction encounter regulatory
barriers that are different from domestic FinTech entities?

Investment by foreign FinTech entities in South Africa are subject to exchange control regulations, such that the
investment will require exchange control approval from the South African Reserve Bank or from an Authorised
Dealer in Foreign Currency (South African banks).However, these requirements are not unique to FinTech entities.

Additionally, foreign entities may be required to:
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• Comply with immigration laws if they intend to send employees to South Africa.

• Register a branch/external company in South Africa (Companies Act 2008).

The Financial Sector Conduct Authority (FSCA) has started taking particular interest in the obligation of foreign
financial services providers, under the Financial Advisory and Intermediary Services Act 2002, to register external
companies in accordance with section 23 of the Companies Act 2008. The FSCA requires any applicant entity to
disclose whether it will register an external company if it is granted a licence. However, this is only relevant to
FinTech entities that require a licence to provide financial services/products.

Other regulators (such as the South African Reserve Bank and National Credit Regulator) have always required any
person that intends to operate a regulated business in South Africa to establish a local presence by registering a
subsidiary or an external company.

While the South African financial sector regulatory regime does not generally apply extra-territorially, the provision
of financial services from offshore to South African residents may bring the service or product within the scope of
the regulatory regime. Ultimately, whether the service or product is regulated will depend on the true nature of the
provision of such service or product, and on whether it is determined to be a genuine reverse solicitation.

14. What steps can be taken in your jurisdiction to protect FinTech innovations and inventions?

IP protection measures can be taken to protect FinTech innovations and inventions. The most relevant categories
of IP protecting FinTech innovations are copyright, patents, confidential information, trade secrets and know-how.

Copyright vests in the employer if the work was created in the course and within the scope of the author's
employment. Patent rights vest in the holder of a patent registered under the Patents Act 1978.

Confidential information, trade secrets and know-how are protected under the common law against their
misappropriation and misuse. A person who obtains information in confidence from another cannot use it in a
manner that is detrimental to the disclosing party. Parties usually rely on contractual undertakings to protect these
rights.
 

Government initiatives

15. To what extent have governments and/or regulators in your jurisdiction sought to create a more
favourable regulatory environment for FinTech entities?
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The regulatory authorities have a positive attitude towards FinTech generally. The South African Reserve Bank
(SARB) issued a media statement in February 2018 setting out its approach to FinTech innovations and convened
the Intergovernmental Fintech Working Group in April 2018.

Early in 2018, a joint working group was formed under the auspices of the IFWG to specifically review the position
on cryptocurrencies. The working group is represented by the members of the IFWG and SARS, and is called the
Crypto Assets Regulatory Working Group (CARWG).

In January 2019, the CARWG published a consultation paper containing policy proposals through which the CARWG
seeks to develop regulatory responses to the emergence of cryptocurrencies (Consultation Paper). The CARWG
followed a functional approach in that it assessed the economic functions of cryptocurrencies rather than the
underlying technology applied or the entity involved. The following uses were identified:

• Purchasing and selling.

• Payments.

• Capital raising through initial coin offerings.

• Crypto derivatives and funds.

• Market provisioning.

The CARWG acknowledged that new uses may arise in future, and that it would take the same approach to such
new cases.

It was proposed in the Consultation Paper that an appropriate regulatory framework be developed in three phases:

• Phase 1. Registration process for cryptocurrency service providers.

• Phase 2. Review of existing regulatory frameworks followed by new regulatory requirements or
amendments to existing regulations.

• Phase 3. Assessment of regulatory actions implemented.

The Consultation Paper points out that a useful starting point for regulatory intervention at this stage is through
registration. The objective of the registration process is to specifically gain further insights from market participants.
According to the Consultation Paper, the cryptocurrency service providers that will require registration are the
following:

• Cryptocurrency trading platforms or any other entity facilitating cryptocurrency transactions.

• Cryptocurrency digital wallet providers (custodial wallets).

• Cryptocurrency safe custody service providers (custodial services).

• Cryptocurrency payment service providers.

• Merchants and service providers accepting payments in cryptocurrency.
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The Consultation Paper states that the details of the registration process will be set out in a policy paper to be
published by the SARB in 2019.

On 29 April 2019, the SARB issued an Expression of Interest from prospective solution providers in anticipation of
a feasibility project for the issuance of electronic legal tender – a central bank digital currency issued and backed by
the SARB (EOI). On 20 May 2019, the SARB published the document housing the questions and answers session
held in respect of the EOI. To the authors' knowledge, there have been no further updates on the EOI.

The second public session of the IFWG will be held in September 2019.

Virtual currencies are not currently regulated, so that transactions involving these currencies are conducted at the
end-user's own risk, with no recourse to regulators.

16. Are there any special regimes in place to facilitate access to capital for FinTech entities?

The authors are not aware of any special regimes in place to facilitate access to capital for FinTech entities.

17. Is the government taking measures to encourage foreign FinTech entities to establish a domestic
presence?

The authors are not aware of any such measures.
 

Cross-border provision of services

18. Are there any special rules that affect the cross-border provision of financial products or services
by both domestic and foreign FinTech entities?

 
Domestic FinTech entities

The Financial Advisory and Intermediary Services Act 2002 regulates the provision of financial services (in relation
to financial products) and products to clients in South Africa by both domestic and foreign entities (on a cross-
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border basis). However, foreign financial services providers benefit from certain exemptions (such as relief from
the requirements to take the local prescribed regulatory examinations, to appoint a local auditor and to maintain
a local bank account).

Foreign FinTech entities

See above, Domestic FinTech entities.
 

The future of FinTech

19. Are there any ongoing regulatory measures or initiatives that may affect FinTech in your
jurisdiction?

The current state of play is promising for FinTech. Developments are market and industry-driven, and the regulators
are observing and monitoring innovation in this sector rather than intervening in it.

The South African Reserve Bank (SARB) has issued a media statement setting out its approach to FinTech
innovations and having convened a public session of the Intergovernmental Fintech Working Group in April 2018
has scheduled a second public session in September 2019 (see Question 9).
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